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Tobacco Transition Payment Program (TTPP) Supplementary Specification
Introduction
The supplementary specification captures the system requirements that are not readily captured in the use cases of the use-case model, including: 

· Legal and regulatory requirements, including application standards. 

· Quality attributes of the system to be built, including usability, reliability, performance, and supportability requirements. 

· Other requirements, such as operating systems and environments, compatibility requirements, and design constraints.
1. Usability
 

1.1 508 Compliance

· The User Interface will be fully compliant with 508 compliance requirements.
1.2 FSA Common Look and Feel

· The User Interface will be fully compliant with the FSA Common Look and Feel requirements.
1.3 Web Browser Support
· For internal access, Internet Explorer will be the standard browser.
1.4 Personalized Access
· The system shall provide role-based access.
· The system shall provide personalized access that will limit or customize the information presented to the user based on his role and authorization.
1.5 Pre-populating Input Fields

· The system shall make use of existing or known information (pre-populating input fields) to drive system behavior, simplify user interactions and make interaction more efficient.
· Drop down lists, selection boxes, etc. shall be used whenever possible to minimize the possibility of data entry errors.
2. Reliability
 

2.1 Availability

The desired availability is 100% Monday through Friday 6 am to 6 pm (central time).  Down time lasting more than 1 day may cause a significant back log in contracts. When the system is down the Service Centers shall retain TTPP information manually until the system is operational.

2.2 Mean Time To Repair (MTTR) 

MTTR should be no more than 24 hours during the signup period or the payment period.  Outside of these high usage periods application use will be minimal and repair could take as long as needed.
3. Performance

3.1 Response Times
· All queries must be completed within 10 seconds.

· All updates must be completed within 20 seconds.

3.2 Capacity
· Capacity information is not available at this time.  When more information is available this section will be updated.
4. Supportability

4.1 Messages
· A centralized feature shall be provided for capturing exceptions, system and business process messages.  Standardization shall be required on how and when to use this mechanism within each component of the system.
· Logging of messages may be accomplished through the use of flat files, database, or system console.  
4.2 Diagnostic Servlet
· Per IB-0062, all web-based applications shall include a diagnostic servlet to be executed by support personnel that will verify successful application deployment and diagnose the ‘health’ of the application,
· The diagnostic servlet must be secured to restrict access to production staff and other personnel with the approved authority to execute the servlet.
· The following is a list of common resources that may need to be tested by the diagnostic servlet:

· Application Data Source and database connectivity and data retrieval

· SCIMS

· Master Reference Table Data Source connectivity

· CBS (Common Business Service) data retrieval

· EAS (Extensible Authorization Service) connectivity / role retrieval 

· Queues 

· Other Databases, Business and Web Services/SOAP calls provided by other applications

· Properties Files

· JNDI Lookups
· Cached Data
5. Design Constraints

5.1 FSA Software Development Lifecycle (SDLC)
· The application will be developed following the methodology defined in the SDLC.
· All required artifacts will be developed in accordance with the SDLC risk assessment.
5.2 FSA Reference Architecture
· The application will be designed and build in accordance to the FSA Reference Architecture requirements.
6. Security

6.1 eAuthentication
· User authentication will be established and controlled through services provided by eAuthentication.
6.2 Extensible Authorization Service (EAS)

· User roles and authorization will be established and controlled through services provide by EAS.
7. Logging

7.1 Audit Trail
· As changes are made in the system, the application shall provide an audit log including at a minimum, the id of the user who made the change and the timestamp of the change.
8. Online User Documentation and Help System Requirements

· TTPP will not require any online user documentation.

· Paper based help manuals shall be developed to provide user information

9. Purchased Components and Licensing Requirements

· TTPP will not require any purchased components.
�This section should include all of those requirements that affect usability. For example:


Specify the required training time for a normal users and power users to become productive at particular operations.


Specify measurable task times for typical tasks.


Specify requirements to conform to common usability standards, for example, IBM’s CUA standards or Microsoft’s GUI standards.


�Requirements for reliability of the system should be specified here. For example:


Availability – Specify percentage of time available <number>%, hours of use, maintenance access, degraded mode operations, etc.


Mean Time Between Failures (MTBF) – This is usually specified in hours but it could also be specified in terms of days, months or years.


Mean Time To Repair (MTTR) – How long is the system allowed to be out of operation after it has failed?


Accuracy – Specify precision (resolution) and accuracy (by some known standard) that is required in the systems output.


Maximum bugs or defect rate – Usually expressed in terms of bugs/KLOC (thousands of lines of code), or bugs/function-point.


Bugs or defect rate – Categorized in terms of minor, significant, and critical bugs: the requirement(s) must define what is meant by a “critical” bug; e.g., complete loss of data or complete inability to use certain parts of the functionality of the system.


�The performance characteristics of the system should be outlined in this section. Include specific response times. Where applicable, reference related use cases by name.


Response time for a transaction (i.e., average, maximum)


Throughput (e.g., transactions per second)


Capacity (e.g., the number of customers or transactions the system can accommodate)


Degradation modes (i.e., the acceptable mode of operation when the system has been degraded in some manner)


Resource use (e.g., memory, disk, communications, etc.)


�Indicate any requirements that will enhance the supportability or maintainability of the system being built, including coding standards, naming conventions, class libraries, maintenance access, and/or maintenance utilities.





�Indicate any design constraints on the system being built. Design constraints represent design decisions that have been mandated and must be adhered to (e.g., software languages, software process requirements, prescribed use of developmental tools, architectural and design constraints, purchased components, class libraries, etc.)


�Indicate any design constraints on the system being built. Design constraints represent design decisions that have been mandated and must be adhered to (e.g., software languages, software process requirements, prescribed use of developmental tools, architectural and design constraints, purchased components, class libraries, etc.


�Indicate any design constraints on the system being built. Design constraints represent design decisions that have been mandated and must be adhered to (e.g., software languages, software process requirements, prescribed use of developmental tools, architectural and design constraints, purchased components, class libraries, etc.


�Describes any requirements for online user documentation, help systems, help about notices, AgLearn, etc.


�This section describes any purchased components to be used with the system, any applicable licensing or usage restrictions, and any associated compatibility/interoperability or interface standards that are not defined by the SDLC or the FSA Reference Architecture.  Defines any licensing enforcement requirements or other usage restriction requirements that are to be exhibited by the software.
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